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With over 39 years of experience, I have established myself as a professional  
with a strong reputation in the graphic design industry. My thorough knowledge 
of Adobe’s InDesign, Illustrator, Photoshop and Figma, along with a firm 
command of Microsoft’s PowerPoint and Word programs provides a well- 
rounded skill set, ensuring a high-quality product every time.

My many years working for high-tech companies, such as Nokia (formerly 
Alcatel-Lucent) and Nortel Networks, have provided me with an extensive 
collection of network diagrams, technical illustrations and PowerPoint 
presentations. As well, my four-year contract with Canada Post expanded my 
scope of work to include over 2,000 illustrations for their Cancel Stamp program.

In addition to these accomplishments, my diverse portfolio also includes 
illustrations for children’s books, logo design, photo editing and complex 
collateral layouts. My attention to detail and ability to turn jobs around  
in record time makes me the best choice for all your graphic design needs.



Book cover designs

Brochure

Children’s book illustrations

Cover art

Document layout and photo editing

Document layout in several languages

Figma

Flyers and fact sheets

Fund-raising

Illustrations

Infographics

Just for Fun

Logo design

Magazine cover series

Photo retouching

Pictorial cancel stamps

PowerPoint

SoMe graphics

Title slides

Web graphics
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Nokia Deepfield DDoS security solution 
Accurately detect and

surgically mitigate
DDoS threats and attacks

Fast and
accurate detection

AI/ML for network-optimized
mitigation strategy

Automated mitigation in <30 seconds

Deepfield Secure Genome®

Knowledge and up-to-date visibility
into billions of IPv4 and IPv6
addresses on the internet
• DDoS vectors and details
• Known/open reflectors
• Botnets
• Booter and spoofed fingerprints
• Server software
• IoT device type details

Mitigation Compiler Engine
• Advanced AI/ML-based system for

automatic generation of optimized
mitigation strategies for complex
DDoS attacks

• Trained on thousands of real-world
DDoS attack samples

• Effective against well-known
and emerging DDoS vectors

Nokia Service Routers
with FP4/FP5 processor

Nokia Service Interconnect
Routers with FPcx processor

7750 Defender Mitigation System (7750 DMS-1-24D)

Select third-party routers

Get a holistic view
on all network traffic...

Detect DDoS activity in your
network – inbound and outbound

Decompose DDoS attacks by
vectors to optimize your network defense

Network-based
mitigation

Learn more: 
https://www.nokia.com/networks/ip-networks/deepfield/defender/

Deepfield Defender

DDoS

Flow-based info, 
telemetry and reporting  

Mitigation

Next-generation DDoS security solution that leverages the combined power of
•  Petabyte-scale big data analytics and detailed internet security content
•  Advanced, high-peformance IP networks

DDoS insights
and detection

DDoS analytics
and reporting

DDoS

Internet content, applications and services

Internet content, applications and services

Flow-based info, 
telemetry and reporting  

Flow-based info, 
telemetry and reporting  

Mitigation Mitigation

Deepfield DefenderDeepfield Defender

TM

Mitigation Compiler
Engine (MCE)

Real-time
feedback

Mitigation
strategy

Flowspec/NETCONF

Enable 360-degree protection 
for the whole network, all 

services and users

Detect and mitigate all
modern (e.g., botnet DDoS)

and future threats and attacks 
in less than 30 seconds

Automate your defense
and extend your protection
to many more customers 

Embrace a paradigm shift in DDoS protection with Nokia Deepfield Defender

Offer managed
security services

to your customers 

Mitigation
Deepfield
Secure Genome®

Flow-based telemetry and
sampled mirrored packets

 from IP routers 
IP network

DDoS

Internet content, applications and services

Deepfield
Secure Genome®

Internet IP network

IP network

Flow-based info, 
telemetry and reporting  

Deepfield Defender

TM

Deepfield
Secure Genome®

DDoS

Internet content, applications and services

InternetInternetInternet

FP5 FPCX DMS
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Mitigation
System

Third-party
routers

Nokia
routers

Deepfield
Secure
Genome®

Real-time
traffic

DDoS
samples

Defender’s
ML-driven
detection

© 2023 Nokia

Secure-by-design: DDoS protection built into every router
• Market-disruptive scale and speed of detection

and mitigation for complex DDoS attacks (e.g., botnets)
• Terabit-speed DDoS defense
• IP silicon advantage over more expensive FPGAs

New, purpose-built DDoS mitigation appliance
• Industry-leading scalability and cost efficiency
• FP5-based, 2.8 Tb/s 2RU system
• Optimized OS for DDoS mitigation
• Blocks all well-known and emerging DDoS
• Field-expandable for next-generation and future attacks

DDoS insights and detection

DDoS analytics and reporting

Creation and orchestration
of network-optimized
mitigation strategies

Creation and orchestration
of network-optimized
mitigation strategies

DDoS insights
and detection

DDoS analytics
and reporting

Creation and orchestration
of network-optimized
mitigation strategies

DDoS insights
and detection

DDoS analytics
and reporting

Creation and orchestration
of network-optimized
mitigation strategiesDeepfield

Secure
Genome®
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Renos are  
finally done!!
Come see the big picture  
and help us celebrate!

Saturday, June 17
4:00 (’til the last guest leaves)
Rain or shine
BBQ at 5:30

RSVP by June 3rd:
Facebook
jackiemorrisdesign@gmail.com
613-754-0980

BYOB
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Donnie Deacon

www.donniedeacon.com
donniefiddle@yahoo.ca

SMTBRINGING MUSIC TO YOUR DOOR
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Restoring 

the Circle 

Toolkit
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Image supplied by client. Simplified, vector-based line illustration.
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Grieg
Holberg Suite

Järvlepp
In Memoriam
(In memory of Rick Tersteeg)

Mozetich
Affairs of the Heart

ADMISSION BY DONATION
Suggested donation $20.00/adult

For more information:
www.stringsofstjohns.ca

Sunday, November 4, 2:00 p.m.
St. John the Evangelist Anglican Church

(Elgin Street at Somerset ‑ Ottawa)

The Strings of  St. John’s
David Thies-Thompson, Conductor

Jean Desmarais, Guest conductor

2018

David Thies‑Thompson
Solo violin

Grieg
Holberg Suite

Järvlepp
In Memoriam
(In memory of Rick Tersteeg)

Mozetich
Affairs of the Heart

ADMISSION BY DONATION
Suggested donation $20.00/adult

For more information:
www.stringsofstjohns.ca

Sunday, November 4, 2:00 p.m.
St. John the Evangelist Anglican Church

(Elgin Street at Somerset ‑ Ottawa)

The Strings of  St. John’s
David Thies-Thompson, Conductor

Jean Desmarais, Guest conductor

2018

David Thies‑Thompson
Solo violin
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Nokia Scene Analytics
Competitive battlecard

SOLUTION OVERVIEW COMPETITIVE POSITIONING AND ENTRY POINTS

The Internet of Things (IoT) is transforming 
how businesses operate—whether it’s offering 
new services, enabling new business models, 
providing a safer environment, optimizing 
Industry 4.0, providing insights, or making 
decisions on behalf of people. Network-
connected cameras are one of the largest 
producers of IoT data, and they have the 
potential to be one of the most insightful –  
if we can extract analytics about the scenes the 
cameras are supervising. Furthermore, as the  
cost of the cameras goes down, their ubiquity 
goes up—and prioritizing which scenes/events  
are needed for human review is a big challenge.

This is precisely the challenge that Nokia Scene 
Analytics is trying to address. Scene Analytics  
uses computer vision (CV) technology and 
machine learning(ML) techniques to determine 
scenes of interest and produce insight about 
the scene.. Some of these algorithms work 
in real time to provide situational intelligence 
to a scene. Some of the algorithms work 
periodically to provide business.

Key differentiators of Scene Analytics:
• Providing high flexibility to the deployment  

of the video analytics processing
• Providing Nokia-specific algorithms (such 

as motion anomaly detection developed by 
Nokia Bell Labs and Nokia data scientists

• Providing a flexible environment to add 
more streaming algorithms based on 
industry need.

• Enabling “sensor fusion” whereby data from 
other IoT sensors can be combined with 
video data to perform higher-level analytics.

• MXIE highly secure edge cloud provides 
the ability to seamlessly scale according 
to business need and to add leading edge 
connectivity options easily. intelligence.

KEY CAPABILITIES
• Rich user interface for visualization, 

management and consumption of scene data
• Real-time alerting using pipeline of Machine-

learning algorithms
• Monitoring of scenes from cameras and 

additional IoT sensors
• Business intelligence capabilities that provide 

further forensics such as : object detection, 
advance vehicle analytics and face re-
identification and OCR reader for container ID

• Reduction of video stream and human review costs
• Open APIs for building applications and 

external analytics

SOLUTION DETAILS
• Integrates with almost every IP camera
• Flexible edge or cloud deployments
• Multi-tenant and High Availability
• Out-of-the box integration with Milestone 

Video Management System
• Add custom algorithms (BYOA) using your 

Data Science team or use Nokia’s Professional 
Services/Data Science.

EXISTING CAMERA SURVEILLANCE 
VENDORS
✓	Focus on avoiding 24 X 7 

surveillance and focus on finding 
anomalies.

✓	Video analytics focus on 
industry needs. Nokia has fewer 
algorithms, but our technology 
enables us to drop algorithms in 
post deployment or a needs arise.

✓	Video analytics part of a larger 
industry solution with a number 
of proof point in the market.

CLOUD IOT & VIDEO ANALYTICS 
PLATFORM (E.G. AWS, GOOGLE, 
AZURE)
✓	Not usable for teams with 

limited development team since 
no app actually exists; needs to 
be built from scratch

HOW TO BEST POSITION AGAINST TYPICAL COMPETITORS

ELEVATOR PITCH

✓	Minimal on-premise support, 
Nokia provides both cloud and  
on premise support.

✓	Limited ability to request 
platform features

POINT-BASED MACHINE LEARNING 
SOLUTIONS (E.G. “I DO LICENSE 
PLATE RECOGNITION ONLY”)
✓	Requires huge compute for  

every algorithm & use case.
✓	Combining algorithms back-to-

back is more compute efficient

ENTRY POINTS – WHERE TO START?
✓	Target industries include: 

Manufacturing, Transportation 
(Railways and ports), Smart Cities 
and Utilities

✓	Use case examples: Industrial 
safety, quality and security,  
Safe roadways and tunnels,  
Rail crossings and Ports

✓	Scene Analytics as trigger  
for optimization, algorithms 
make assumption about 
condition based on averaging 
data provided,.

✓	Monitors conditions looks for 
anomalies, looking for change  
of state.

✓	Detect deviation that should 
trigger alert, i.e. wrong  
way traffic.

RTSP/RTMP/HTTPS

BYOA

IoT sensor fusion

RTSP/RTMP/HTTPS

MXIE edge
gateway(s)

Edge Cloud

Scene Analytics
cloud server

Cloud

RAN
LAN
WAN

External video ayalytics Video management system

© 2022 Nokia    (December) CIDXXXXXX
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KINDLY JOIN US AT A
PRE-WEDDING RECEPTION FOR

&CAITLIN

AUGUST 7
JAMES

2021

TWO THIRTY IN THE AFTERNOON
JACKIE & RICK’S HOUSE

21 ALBURY CRESCENT
STITTSVILLE

RSVP BY JULY 31
jackiemorrisdesign@gmail.com 
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GO to Algonquin 
College and  
CHANGE your 
life for the better.
Whether you want to GO EXPLORE, 
GO CREATE, GO BUILD, or to 
simply GO FURTHER, Algonquin 
College will give you the guidance, 
skills and hands-on experience you 
need to get you on your way. 

Like thousands of graduates, you’ll 
discover that Algonquin College 
is the place where you can learn, 
practice, connect and be inspired 
by professors who are passionate 
about your success.

So don’t wait—GO FOR IT today 
and find the career you’ve been 
always been dreaming about.

Learn more about the  
programs and create your  
own personalized Viewbook at
GOAlgonquin.com/YourEducation


